Public Problem. After the events of September 11, 2001, U.S. citizens have demanded measures to increase their personal safety. The U.S. Constitution reserves for the national Congress the right of providing for national security in Article IV, Section 4
. As part of this charge, Congress created the National Commission on Terrorist Attacks Upon the United States (also known as the 9-11 Commission), to review the events leading up to the national tragedy but, most importantly, mandated that the Commission provide recommendations to guard against future attacks. Recommendations from the commission pertinent to the creation of a national ID card can be summarized as follows:

· Designing a comprehensive, biometric screening system that crosses agencies and governments.

· Setting standards for issuance of identification sources.

· Unifying groups involved in security and their knowledge in a cross-departmental information sharing system.

· Creating a board to oversee correct information gathering and usage. 

However, a centralized information system, while potentially increasing security,  threatens privacy. Personal privacy  from government interference without probable cause is provided for in the Constitution
 and subsequent legal precedent
 . Moreover, the right to privacy is a cherished part of the American ethos. 

Problem Structuring. Applying efficiency and equity as the main criteria to analyze the problem, two related questions arise, both of which will be addressed here:

1. Given the public demand for increased personal safety, how can the desire for security, both actual and perceived, be balanced with the desire for privacy? And, 

2. Is the proposal for the creation of a National ID card and its attendant information gathering and sharing an appropriate solution to the public demand? 

Policy Alternatives
As regards the analysis of this situation, there are three main policy alternatives.

1. National ID card implementation. The interpretation of the 9-11 Commission recommendations currently favored is the creation and implementation of a national ID card with improved information gathering and sharing among governmental agencies. 

2. Maintenance of the status quo. In response to the concerns that such a national ID scheme will impact civil liberties negatively, especially the right to privacy, an option is to maintain the current system of decentralized identification and information systems.

3. Implementation of a decentralized, yet standardized ID card, with improved information gathering and sharing between agencies. A third option is to standardize state drivers licenses in order to improve recognition of its legitimacy across the nation as well as devise a tamper-proof and fraud proof ID. Information gathering is restricted to separate agencies with pertinent interest in  the data, yet pursuant to stringent security, information can be shared across the agencies. 
Recommendations

This section evaluates the policy alternatives based on the following criteria:

1) Equity. How well does the alternative impact fairly on the public? 

2) Efficiency. How well does the alternative balance security and privacy with the lowest cost?

3) Effectiveness. How well does the alternative balance privacy and security?

4) Responsiveness. How well does the alternative answer the public demand for both national security and preservation of privacy?

	 
	 
	 
	Ranking (Lowest - 0 to 3 - Highest)

	Policy Alternative
	Equity
	Efficiency
	Effectiveness
	Responsiveness
	Total

	National ID card
	0
	1
	1
	3
	5

	Maintenance of Status Quo
	1
	0
	1
	0
	2

	Decentralized , Standardized ID card
	2
	3
	3
	2
	10


Interpretation of Table.
The table above rates the decentralized, standardized ID card as the option that best balances security and privacy while also responding to public demand and with the greatest stewardship of public funds. 

Conclusion

Appendix

  Address problems of screening people with biometric identifiers across agencies and governments, including our border and transportation systems, by designing a comprehensive screening system that addresses common problems and sets common standards. As standards spread, this necessary and ambitious effort could dramatically strengthen the world's ability to intercept individuals who could pose catastrophic threats. 

  Quickly complete a biometric entry-exit screening system, one that also speeds qualified travelers. 

  Set standards for the issuance of birth certificates and sources of identification, such as driver's licenses.

  Underscore that as government power necessarily expands in certain ways, the burden of retaining such powers remains on the executive to demonstrate the value of such powers and ensure adequate supervision of how they are used, including a new board to oversee the implementation of the guidelines needed for gathering and sharing information in these new security systems.

unifying the many participants in the counterterrorism effort and their knowledge in a network-based information sharing system that transcends traditional governmental boundaries;

http://www.9-11commission.gov/

� “The United States shall guarantee to every State in this Union a Republican Form of Government, and shall protect each of them against Invasion; and on Application of the Legislature. . .against domestic Violence.” http://www.archives.gov/national_archives_experience/charters/constitution_transcript.html





� “The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.” Ibid. 





� Griswold v. Connecticut, 381 U.S. at 479








